
CĞćĊėĘĊĈĚėĎęĞ

DĔē’ę GĊę HĔĔĐĊĉ ćĞ PčĎĘčĊėĘ
Our Cybersecurity division provides cyber risk management solutions and cyber liability insurance to clients 
worldwide. Their engagement spans the full spectrum of all faces of a business; from operations, compliance, legal, 
finance and communications to the board of directors. This expertise, combined with Minet’s vast knowledge of the 
African continent, allows us to provide clients with tailor-made packages that best suit their needs.

WčĔ ĜĊ ĆėĊ

As the global economy experiences radical change from innovation in digital technology and data, new risks 
accompany the opportunities. Cybersecurity can be challenging for businesses of all sizes as today, any business relies 
on the internet, whether it is for services such as online marketing, inventory management, administrative functions, 
credit card processing or distribution controls. Any intrusion that disrupts the delivery of these services can lead to 
financial losses, regulatory scrutiny, stakeholder dissatisfaction, as well as reputation and brand damage.

OĚė SĔđĚęĎĔēĘ

YĔĚė BĊēĊċĎęĘ

We are dedicated to providing our clients with bespoke expertise and a full range of risk and insurance broking 
services that will help find the right multi-dimensional cyber risk solution to cover our clients’ businesses against data 
breach and cyber-attacks. By helping our clients identify the risks that could threaten their strategy, operations and 
success, we can help them thrive. Our team analyses and provides coverage solutions to risks including:

FĎėĘę PĆėęĞ CĔěĊė:
- Regulatory Fines: Fines assessed by a government 

regulatory body due to an information privacy 
breach

- Business Interruption:  Loss of income and increased 
cost of working as a result of a cyber incident

- Data Restoration: Costs to restore, recollect or 
replace data lost, stolen or corrupted due to a 
systems security incident

- Cyber Extortion: Costs to investigate and mitigate a 
cyber extortion threat. Where required, costs to 
comply with a cyber extortion demand)

TčĎėĉ PĆėęĞ CĔěĊė:
- Privacy Liability: Defence and settlement of liability  

claims arising from compromised information
- Network Security Liability: Defence and settlement of 

liability claims arising from a system security incident 
affecting systems and data

- Digital Media Liability: Defence and settlement of 
liability claims arising from disseminated content, 
including Social Media, defamation, and unintentional 
copyright and right to privacy infringement

Our cybersecurity solutions are designed to address our clients’ total cost of risk; advantages are, among others:
- As we are Aon’s largest Global Network Correspondent, we have access to over 50’000 colleagues in 120 countries as 

well as to their proprietary data, research and analysis, enabling us to manage and secure the risks of our clients
- Our unique combination of experience and specialism allows us to develop an in-depth understanding of our clients’ 

risk profile to optimise placement outcomes
- Our unique structure enables us to deliver tailored solutions to clients who navigate complex market conditions
- Our focus on high ethical standards, professionalism and innovation enables us to deliver effective risk solutions, 

supported by personal service for which we have built an unrivalled reputation
- Our advanced ecosystems for communication and claims management work constantly to update staff members on 

key information about benefit utilization and issue resolution to ensure a seamless customer experience


